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Purpose  
 
This document outlines the universities policy regarding compromised computers.   
 

Applies To 

This Policy applies to all faculty, staff and third-party agents of the University as well as any 
other University affiliate who is authorized to access Institutional Data. In particular, this policy 
applies to those who are responsible for classifying and protecting Institutional Data, as defined 
by the Information Security Roles and Responsibilities. 

Definitions 
 
Compromised System  any computer which has been affected by malware, exploit, or 
unauthorized access. 
 
CIRT - Computer Incident Response Team 
 

 



 
 

 



 
 

 


